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The information transmission domain had well been extended by the recent and fast developments in the telecommunication
technologies specifically, the mobile networks and internet services. These new developments in turn, had come up with
cutting-edge resolutions to secure information from being wiretapped. Countless in-depth studies in the field of cryptography
had been carried out with the intent to propose a revolutionary solution for data protection of cryptographic techniques. This
paper had proposed a new pseudo-random number generator (PRNG) design that had employed two chaotic systems which
were logistics and tent maps, both of which had various operational and initialization values, which had subsequently
contributed to the sequential distinction of the statistical properties. A compilation of a well- formulated assessment that had
been provided by the National Institute of Standard Technology (NIST) was the foundation to ascertain the accuracy and
exclusivity of the generated sequence and features with regards to this area of study. Moreover, a security analysis on key

space and key sensitivity had been performed and it was concluded that the proposed PRNG was relevant for the
implementation of cryptography.
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