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Abstract: 
This paper is about three techniques used in securing text documents, cryptography, 
steganography, and digital watermarking. This review and comparison are made based on the 
available technologies and research in order to protect and secure all the documents including 
the patients’ personal information. At the end, this paper suggests the related techniques that 
can be implemented by the hospital management systems, which is a combination of digital 
watermarking and steganography. 
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