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ABSTRACT

Nowadays, house security system becomes the bkgtosoto overcome
house intrusion problem when user is not in hodsewe know, there are many
types of house security system which is too expenand difficult to use. For that
reason, an effective house security system at last is built where user can also
program the security system by their own. This gebjs focusing on developing a
house security system with an active infrared nmotletector which is controlled by
microcontroller Intel 8051. The overall projectds/ided into two parts. The first
part is concern on the hardware development whigreleectronics component are
connected via the circuit design using wrappindhmégue. An active infrared, the
magnetic sensor, and keypad are the input comp®nemte buzzer, indicator, and
LCD display are the output components where it'sahtrolled by controller circuit.
The second part is base on software programmimgeéoate the hardware structure.
Program for security system based on microcontrdtieel 8051 assembly language
is assemble using ASM51 assembler to get the bifilarthus, to load into external
memory of the hardware structure via serial comeation. The process of
downloading and executing the program is done usidgperTerminal’s
communication software to the microcontroller depart. In order to achieve the
best house security system, more detectors or emsm be connected to the
microcontroller output port where it can be repesgrby user using their personal
computer at home. As the result, the infrared nmotetector is capable to detect
motion while the microcontroller is capable to aohtthe whole operation of the

security system.



ABSTRAK

Dewasa kini sistem penggera keselamatan rumah adeanpsalah satu cara
penyelesaian kepada masalah pencerohon rumah yalef Iberlaku sewaktu
ketiadaan tuan rumah. Sepertimana yang diketalaidapat pelbagai sistem
penggera keselamatan rumah di pasaran yang agal dehtidak mampu dimiliki
oleh pengguna. Oleh kerana itu, sistem penggerddwmatan yang efektif dan murah
di mana pengguna boleh memprogram sendiri sistesel&®atan rumah mereka.
Projek ini tertumpu kepada sebuah sistem penggesal&matan rumah yang dapat
mengesan pergerakan melalui pengesan sinar menghdjleawal oleh pengawalan
mikro cip Intel 8051. Secara keseluruhannya, projekdibahagikan kepada dua
bahagian. Bahagian pertama tertumpu kepada pemiamditar elektronik di mana
kesemua komponen-komponen elektronik disambungabarkan gambar rajah litar
yang dilukis. Bahagian kedua pula tertumpu kepadgram untuk mengoperasikan
litar elektronik yang telah dibina. Program sist&eselamatan rumah yang telah
disemak dan ditukar kepada bahasa kod nombor agarddhkan ke dalam memori
data struktur elektronik yang telah dibina mengdamakomunikasi sesiri komputer.
Proses memasukkan program data ini ke dalam mikr@engawal litar dilakukan
menerusi sistem komunikasi yang dikenali sebaggeiierminal yang sedia ada
dalam komputer. Dalam usaha mendapatkan keputustamskeselamatan yang
lebih baik, pelbagai alat pengesan lain boleh dikarapada kelauaran mikro cip
pengawal Intel 8051 dan boleh diprogram semula pkigguna melalui komputer
di rumah. Secara kesimpulan projek ini, sinar meyang digunakan mampu
mengesan pergerakan manakala mikro cip pengawaldagat mengawal kesemua

operasi sistem keselamatan yang dibangunkan.
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CHAPTER 1

INTRODUCTION

1.1 Background

Motion detection is the action of sensing physimavement in a given area.
Motion can be detected by measuring change in spe&dctor of an object in the
field of view. This can be achieved either by mexbal devices that physically
interact with the field or by electronic devicesttlyuantifies and measures changes

in the given environment.

There are two device of motion detection whichis mechanical device, and
the other one is electronic device. In the meclardevice, a tripwire is a simple
form of motion detection. If a moving objects step® the tripwire's field of view
then a simple sound device like bells may alert tiser. Mechanical motion
detection devices can be simple to implement, hutha same time, it can be

defeated easily by interrupting the devices' meidsdike "cutting the wire”.

While in electronic device, the electronic motioensing such as motion
detectors, can prevent such mechanical interventibe principal methods by which
motion can be electronically identified are optidatection and acoustical detection.

Infrared light or laser technology may be usedofatical detection.


http://en.wikipedia.org/wiki/Tripwire
http://en.wikipedia.org/wiki/Motion_detector
http://en.wikipedia.org/wiki/Motion_detector
http://en.wikipedia.org/wiki/Motion
http://en.wikipedia.org/wiki/Infrared
http://en.wikipedia.org/wiki/Infrared
http://en.wikipedia.org/wiki/Laser

Motion detection devices, such as motion detectmse sensors that detect
movement and send a signal to a sound device tbdtipes an alarm or switch on
an image recording device. There are motions dmtewhich employ cameras
connected to a computer which stores and managesared images to be viewed

over a computer network.

The applications for such detection are detectibrumauthorized entry,
detection of cessation of occupancy of an areatioguish lighting, and detection of
a moving object which triggers a camera to recarosequent events. The motion

detector is thus a basic idea of electronic secayistems.

1.2  Project objective

The objective of this project is to build a housscigity system using

microcontroller Intel 8051 based on active infraneotion detection.

1.3  Project scope

This project concentrates on a development of diveadénfrared motion
detector for house security system. To developathele project, it consists of three
methods which are the concept of security systém,electrical structure, and the

software programming.

The concept of security system is on the detecfomovement using active
sensor to trigger alarm controlled by the microooligr Intel 8051. The electrical
structure consist of two systems which are thevadtfrared circuit that used to
detect or sense motion and the microcontrolled B®1 circuit, used to control the

whole operation of the security system. While th#vgare programming is base on


http://en.wikipedia.org/wiki/Camera
http://en.wikipedia.org/wiki/Computer
http://en.wikipedia.org/wiki/Computer_network
http://en.wikipedia.org/wiki/Motion_detector
http://en.wikipedia.org/wiki/Motion_detector

the microcontroller Intel 8051 instruction setscéintains a program designed for a

security system as an interaction to operate #wredal structure.

1.4 Literature review

Motion detectors are mainly used in security systgd{. It is typically
positioned near exterior doorways or windows ofudding to monitor the area
around it. Since motion detectors are so flexibld dave so many uses, it offers
feelings of protection and security for the averhgmeowner as well as commercial
organizations [4].

An electronic motion detector is a device used &ed any physical
movement in a given area and transforms motionantelectric signal. It consist of
sensor that electrically connected to other devizeh as security system, lighting,
audio alarms, and other applications. Motion senswe used in a wide variety of
applications and as a result, many different typesnotion sensors are available

including the infrared sensor.

Infrared sensors are widely known in the arts tusion detection and in fire
or smoke detection. It is a device that often usedutomatic light switches and
security systems to turn on a light or to activedme other form of alarm or warning
indicator when a person enters a monitored areaTB¢ infrared sensors have

basically two forms: active and passive. [4]

An active infrared detector includes a radiatioanrse and an infrared sensor
which is sensitive to interruptions in the radiateensed from the source. [4] These
detectors are used as intrusion detectors by prayid path of radiation from the
source to the sensor in a place where the patikad/Ito be interrupted by an

intruder.



The proposed active infrared method of motion deiechas the advantage
of fast speed response of a relatively large seridus advantage permits simpler
optical system design, especially for wide fielflsiew. Besides, it is insensitivity to
mechanical and acoustic noise, which presents aufist problems in the passive
infrared (PIR) sensors. Low production cost is haptadvantage of these active
infrared detectors. [4]

Passive infrared motion detection detects heatggnediated or emitted by
an object, such as a body of a person, moving a@dtld of view of a heat sensor
of the motion detection system. It is generally aseoptical collection system and
multiple sensing elements of alternating polar@ycteate a detection pattern in the
volume of interest.

PIR detectors employ a group of radiation sensoupled through amplifiers
to a logic circuit. The radiation sensors deteengjes in ambient infrared radiation.
The detection system has an electrical circuit apezly coupled to the heat sensor
for producing a detection signal in response tohihat sensor detecting a change of

temperature caused by the body heat of a persenmnthe detection pattern.

PIR motion detectors are perhaps the most frequersttd home security
device. [4] Passive IR motion detectors are usudlsigned to provide an indication
to an alarm panel in response to detecting IR ihandicative of motion of the
object. The alarm panel is responsive to receighefbreach indication to cause an

alarm condition to occur.

The other motion detector used in security systeran ultrasonic motion
detector. It is commonly used for automatic dooermys and security alarms [4]. It
is inexpensive and can operate with narrow beanthwidlrhe ultrasonic transducers
are the sensor that used in ultrasonic motion tateit can be used to detect motion
in an area where there are not supposed to be awjngnobjects. This type of
motion detector is most commonly used in burglarralsystems since they are very

effective in this application [4].



In an ultrasonic motion detector, there are twmdducers; one emits an
ultrasonic wave and the other picks up reflectifsom the different objects in the
area. The reflected waves arrive at the receiveconstant phase if none of the
objects in the area are moving. If something mottes received signal is shifted in
phase. A phase comparator detects the shifted @rabeends a triggering pulse to
the alarm.

Ultrasonic motion detectors have certain advantagelsdisadvantages when
compared with other types of motion detectors. fifan advantage is that they are
very sensitive and extremely fast acting. Howethles, largest problem with this type
of motion detector is that it sometimes respondedmal environmental vibration
that can be caused by a passing car or a planéeactr Besides, the installation
options on this type of motion detector are limiteglcause ultrasonic beams are
easily blocked by thin materials, including pagealse triggering is easily caused by

reflections from blowing curtains, pets, and flyingects.

While the passive infrared motion detectors offersblem where it can be
falsely triggered by warm air movement or othertudisances that can alter the
infrared radiation levels in an area. In order tevent this problem, newer systems
use two infrared sensors, which monitor differeahes within a protected area.
Logic within system triggers the alarm only whem ttwo zones are activated in

sequence, as would occur if a person walked thréhuglprotected area.

For that reason, the purpose of using the actifrared as a sensor to detect
motion for this project is surely on the advantadfers by the sensor. Its capability
on detecting motion with a simple design at lowesst is needed to build an

effective house security system based on motioectien.



1.5 Thesis outline

Chapter 1 explains the background of motion deiacthe project objective,
the project scope, and the literature review ofiomtletector for security system.
The concepts of motion detector are the major eténss a guide for the

development of the security system.

Chapter 2 explains the systems involved for theetbgpment of the active
infrared motion detector for house security systdrhe understanding of three
systems which are the active infrared, motion dete@nd house security system

stated in this chapter needed for the developnfathieownhole project.

Chapter 3 focuses on the methodologies for theldpreent of the electrical
structure and the implementations of microcontrgieogramming. It gives a brief
review on the concept of active infrared motionedédr, the electrical structure for
hardware development, and the programming for tperation of the security
system.

Chapter 4 discusses on the results obtained ofwhele project. All
discussions are concentrating on the result anibnpeance of the security system.

The discussion is valuable for future developménhe security system.

Chapter 5 discusses about the conclusion on deawelop of the active
infrared motion detector for house security systéihe recommendations and

modification required on this project is statedhis chapter for further development.



CHAPTER 2

ACTIVE INFRARED MOTION DETECTOR
FOR HOUSE SECURITY SYSTEM

2.1 Introduction

There are two systems on a development of the eadtifrared motion
detector for house security system. The first sgsie an active infrared motion
detector and the other one is the controller sysiéma first system concentrates on a
development of an active infrared motion deteclbrs consists of three element,
which are the active infrared, the motion deteaod the house security system. The
motion detector circuit will be control by the sado system which is the
microcontroller Intel 8051 based system. The coutoom between this two systems
will built a project called an active infrared nmati detector for house security

system.

2.2 Active infrared (IR)

Infrared is an electromagnetic spectrum at a wanghethat is longer than
visible light. It cannot be seen but it can be dietg. Objects that generate heat also
generate infrared radiation and those objects declanimals and the human body
whose radiation is strongest at a wavelength qf théter. Infrared in this range will

not pass through many types of material that pasible light such as ordinary



window glass and plastic. However it can pass tnpuwith some attenuation,

material that is opaque to visible light such asrgaium and silicon.

The active infrared sensors use invisible light¢an a defined area. In active
infrared systems, there are two-piece elementsiwhre consisting of an infrared
transmitter and an infrared receiver. There is&iB¢h infrared beam between the
transmitter which is placed on one side of thd &ad the receiver which is placed
on the other side of the trail. The transmitter e receiver can be separated by as

much as 150 feet.

The transmitter emits a beam of light into the seane. The light, which is
reflected by the background returns to the recemrich constantly monitors the
scan zone. When a person or object enters thethenafrared light is interrupted. It
then sends a signal to the controller system, wigakired into the door controls.
One variation of this operating mode is called Kground suppression’. This is
when the receiver only detects a change in theatftl light when a person or object
enters the scan zone thus causing a reflectan@ioarof the light, sending a signal

to the microcontroller thus trigger the alarm c# gecurity system.

2.3 Motion detector

A motion detector is a device that contains a nmogensor and is either
integrated with or connected to other devices #hatt the user of the pre-sense of
motion. An electronic motion detector contains atiorosensor that transforms the
detection of motion into an electric signal. Theagdic signal can be connected to a
burglar alarm system which is used to alert the enomwner or security service after

it detects motion.

An example of sensor that used in security systeaniactive sensor. Active
sensors in motion detectors system are commonly¢ insgde homes for a security

system. An active motion detector emits optics ounsl waves and measures


http://en.wikipedia.org/wiki/Motion_%28physics%29
http://en.wikipedia.org/wiki/Burglar_alarm
http://en.wikipedia.org/wiki/Burglar_alarm
http://en.wikipedia.org/wiki/Motion_detection

feedback to detect motion. The simplest type avaanotion detector is commonly

used in commercial doorways to trigger a doorbell.

A device is fixed to one side of the doorway, atiagp sensor to the other. A
beam of light will passes from the device throulgl $ensor. When someone enters
the establishment, the beam is broken, triggetiegdoorbell thus warn user for the
intrusion. For that reason, active motion detectcas be purchased for home
improvement security system. It is inexpensive dewithat can add for more

security to a home and provide peace of mind fondnowners.

2.4  House security system

House security system is one of security that tralgted to burglar or safety
alarm system. Burglar and safety alarms are founeéléctronic form nowadays.
Sensors are connected to a control unit via eghlw-voltage hardwire which in

turn connects to a means for announcing the alamlidit response.

In a new construction systems are predominatelgiaed for economy
while in retrofits wireless systems may be morenecoical and certainly quicker to
install. Some systems are dedicated to one mishemdle fire, intrusion, and safety

alarms simultaneously.

In common security system, the lights are triggebgdmotion gives the
impression to user that someone is at home andtabéee the burglar. Infrared
motion detectors placed in house security systerrucial areas of the house can

detect any burglars and alert the home owner aceol

The first security system invented, house alarm®unrgggered by the release

of a pressure button fitted into a door or windawnie. This basic alarm was



fundamentally flawed as the entire intruder neetedo to silence the alarm was to

close the door or window.

While various systems on the market ranging frorexpensive house
security alarms to highly sophisticated systemauirewy professional installation.
All modern alarms are based on the same foundati@nglectric circuit which is
completed either when the door is opened or cldepanding on the security system

designed.

The alarm is triggered when the circuit is alteeet! will not be silenced
until a code is punched into the control panel. st expensive and complicated
alarm systems might also involve a combination ofiam sensors and pressure pads

to ensure even the most cunning intruder doesih’higehands on treasures.

2.5 Microcontroller Intel 8051

The microcontroller 8051 is an 8-bit machine. Itemory is organized in
bytes and practically all its instruction deal withyte quantities. It uses an
Accumulator as the primary register for instructi@sults. Other operands can be
accessed using one of the four different addressimdes available: register implicit,
direct, indirect or immediate. Operands residene of the five memory spaces of
the 8051.

The five memory spaces of the 8051 are the ProdWlamory, External Data

Memory, Internal Data Memory, Special Function Regis and Bit Memory.

The Program Memory space contains all the inswastiimmediate data and
constant tables and strings. It is principally &3$ded by the 16-bit Program Counter
(PC), but it can also be accessed by a few instngtusing the 16-bit Data Pointer
(DPTR). The maximum size of the Program Memory spa®&4K bytes.



The External Data Memory space contains all theabbes, buffers and data
structures that can not fit on-chip. It is prindipaaddressed by the 16-bit Data
Pointer (DPTR), although the first two general msgs register RO and R1 of the
currently selected register bank can access a Z&6-bank of External Data
Memory. The maximum size of the External Data Meyrgpace is 64K bytes. The
external data memory can only be accessed usingdirect addressing mode with
the DPTR, RO or R1.

The Internal Data Memory space is functionally thest important data
memory space. In it resides up to four banks ofeg@npurpose registers, the
program stack, 128 bits of the 256-bit memory, atidthe variables and data
structures that are operated on directly by thgmam. The maximum size of the
Internal Data Memory space is 256-bytes. The regigtdirect and direct addressing

modes can be used in different parts of the Intddaga Memory space.

The Special Function Register space contains albtirchip peripheral input
and output registers as well as particular registbat need program access. The
maximum number of Special Function Registers (SAR<)28, though the actual
number on an 8051 family member depends on the eumud type of peripheral
functions integrated on. The SFRs can only be aeckssing the direct addressing
mode while the upper 128 bytes of the Internal Ddé&mory can only be accessed

using the Indirect addressing mode.

The Bit Memory space is used for storing bit vaeaband flags. There are
specific instructions in the 8051 that operate dnlythe Bit Memory space. The
maximum size of the Bit Memory space is 256-bitits Ban only be accessed using

the bit instructions and the direct addressing mode



2.6 Summary

The understanding on the elements of the systexmwvied for this project
which are the active infrared, the motion detecamd the house security system is
needed before proceed for the design and develdppnecess. This is important to
ensure the project done according to the main mfeaach part discuss in this
chapter.



CHAPTER 3

METHODOLOGY

3.1 Introduction

There are several steps to be applied in desigmingctive infrared motion
detector for house security system. The relevafutrnmation is gathered through

literature review from previous chapter.

Data on motion detection and security system ptsjbas been collected
where the theoretical design is studied based enmnibtion detector for security
concept. The understanding on the electrical siradior the hardware development
is needed for the design circuit process of thelanaletector and the basic security

circuit.

The next is the hardware development accordineccircuit designed. This
process is just only being proceed if each pathefcircuit being improved is valid,
else, it will be repeated until it is valid as thigeoretical. Once the hardware
development circuits have the output as the exgetien, the comparison for both

hardware and theoretical analysis will be done.

Next is the step where software structure is dgedor the security system
to be interface with the hardware development. @/fiie final step of this research is

on applying the whole project to the real houseagrte like doors and windows.



3.2 The concept of motion detector for security sysm

Intirared Photodiode —_ |

}ﬂ——h}ﬁ'wed Reflector

]
Infrared Phototransistor ——]

Figure 3.1  Active infrared motion detectors

Figure 3.2 shows the concept of an active inframemtion detector for a
security system. In the active system each sermswigts of two housings. The first
housing contains an infrared-emitting diode andnérared-sensitive phototransistor
as the infrared detector. The other housing costaminfrared reflector to reflect the
infrared signal. When positioned in front of anrante to a protected area, the two

housings establish an invisible beam.

beam interruption —

4
IR SEMNSCOR | IR GENERATOR ?/'29 IR DETECTOR = ALARM SYSTEM

Figure 3.2  The concept of infrared motion detector for segsystem

A person who enters the area will interrupts thenbeausing an alarm to be
triggered. For this type of motion detector uses Hasic concept of the active
infrared motion detector. An interruption in thegrsal modulated pulsating beam
transmit by an infrared diode while receive by afrared detector will set ‘on’ or

‘off’ the alarm of the security system.



3.3 Hardware development

Input stage Caontraller stage Cutput stage

Buzzer
i

L — : ; Indicator
: Microcontroller :
i ’—’H Intel 8051 LCD display

.| Keypad | : Controller circuit

Magnetic
Sensor

Maotion detector circuit

Figure 3.3  Block diagram for the house security system

The hardware development is divided into three esags shown in block
diagram above. The inputs stage of the securitiery$s the motion detector circuit,
keypad, and magnetic sensor. The second stage isotftroller unit which is the
microcontroller Intel 8051. The purpose of usingcmcontroller is to control the
whole system operation by sending data to the éuspage which is the LCD

display, indicator, and buzzers.

3.3.1 Motion detector circuit

In designing the infrared motion detector circuiitjs based on two basic
principle of active infrared motion detector which the infrared transmitter and

infrared receiver as shown in Figure 3.4.

infrared beam

) , logic '1" or 'O /
) 3D, Ry =
Infrared Infrared Buzzer
transmitter detector/receiver

Figure 3.4  Basic principle of infrared operation



3.3.2 Infrared transmitter

For the infrared transmitter which is also knoveneanitter circuit, it is on a
basic design of timer 555 astable operation. Thputwf timer is connected to the

infrared transmitter is used to produce pulse uamgstable timer circuit.

In astable circuit operation, pulse will continyafjenerated until the power
supplied through the circuit is removed. The dstalircuit produces a continuous
train of pulses at any frequency required. Thisnsethat the 555 timer can operate
repeatedly; it will switch ‘on’ and ‘off’ continubl to generate data for the infrared

transmission.

3.3.3 Infrared receiver

The infrared receiver which is also known as irdthdetector receives the
data transmitted by the infrared transmitter circltiis a simple electronics device

on detecting infrared signal.

This infrared detector can be directly connectdd the controller circuit to
produce logic high ‘1’ or low ‘0’ from the outpugtminal thus activate or deactivate
the controller system operation. The range of nefiladetector components according
to datasheet stated that the infrared detectorfoliyr operates on detecting the
infrared signal of 38 to 45 kHz.



3.3.4 4 x 4 hexadecimal keypad

The purpose of using 4 x 4 hexadecimal keypad enptioject is as an input
where secure code entries to activate of deactthateecurity system operation. The
keypad provides eight interface pins, where onef@ireach row and column of the
keypad matrix. This 4 x 4 hexadecimal keypad isneated to the keypad encoder
(MM74C922) to control the keypad bouncing in thedweare development.

3.3.5 Keypad encoder (MM74C922)

The MM74C922 key encoders provide all the necedsayig to fully encode
an array of 4 x 4 hexadecimal keypad. It is useehimode the data received from the
keypad code entry thus convert into binary codeesEh binary code is in
hexadecimal number is required in data bus of tleeawontroller system.

Pin Assignment for DIP

PIN ASSIGNMENT
Column , U " -
1 | ] '—, ENABLEA[] 1e 20 [ Vee
1 1l 2 '
- 1 _2 —3i A ] — arg 2 19 [1 ENABLE B
_‘_] 1 = vea[] 3 18 1 va1
= + 2[4 17 [] B4
= —.:[—‘5_ _L £ i3 l:> yBall s 16 [] YAz
pg I l = it A3l 6 15 [1 82
1 ?’ [ g |- { gl i3 YE2[ T 14 [] YA3
| [ n n M s 13 [] B2
— * .__0 __.# D B o YB10 9 12 [0 ¥a4
4[ = '—*—.{—[ GND [ 10 18
4x4 h decimal k d
ndlm se s s syl MM74C922 7415244
(keypad encoder) (Octal buffer)
Data Bus

of microcontroller
based system

Figure 3.5 Interaction between keypad, keypad encoder, atad oaffer



The figure 3.5 above shows the block diagram orirttexaction between the
4 x 4 hexadecimal keypad, keypad encoder (MM74C9a8ayl the octal buffer
(74LS244). The keypad is used as a switch to gigelconfiguration to the keypad
encoder.

While the encoder will encode the data configuratimm the keypad into
the binary code based on datasheet of the encdtiese binary codes will be
stabilized using the octal buffer to be procesthm microcontroller system. These
data will be process by the microcontroller thusning the system operation based

on software designed for the security system.

3.3.6 Octal buffer (74LS244)

A buffer is simply a unity-gain amplifier, usuallith very high input
impedance and very low output impedance. It allave®nnection of heavily loaded

to another load which requires a lot of curreng ldapacitive load.

The octal buffer is used to isolate one device framother by eliminating
loading effects. It provides a ‘buffer’ between ttveo devices. The 74LS244 are
octal buffers and line drivers designed to be eggdoas the memory address
drivers, clock drivers, and bus-oriented transmsttereceivers which provide

improvement on the controller board density.

3.3.7 Microcontroller circuit (Intel 8051 — expendé mode)

The controller systems that use to control the omotietector system and
other electronic devices are the microcontrolleellr8051 — expended mode. In
expended mode configuration, external ROM and RAf®l ased to add the data

memory to be more than internal memory providethigyintel manufacturer.



The purpose of using an expended mode for the grigeto expend more

data available on developing and designing an &ebperation of the security

system.
4K program
External interrupts i
On-chip Timer/Counter
Interrupt ROM for i
Contl-ol;; program On-chip Timer1l |*—1 Counter
l code RAM Timer 0 |, | Inputs
8051 < ; {>
CPU
T N/ ~ - =
Serial
. Bus 4 I'O Ports El.la
osc Control Port
Pﬂi l l PO P1 P2 P3 TxD RxD
external memaory -
_—é—_ % control {64K) Address/Data

Figure 3.6  Intel 8051 block diagram

The microcontroller Intel 8051 is a widely used @mtrolling devices and
instruments due to its flexibility, existence of ltple producers. It consists of a
simple architecture introduced by Intel in the yef80’s. It produced with 128 bytes
of RAM, 4K bytes of on-chip ROM, 2 timers, one s¢rport, and 8-bits wide of

ports.

This type of microcontroller become very populaerintel allowed another
manufacturer to make and market any flavor of tl¥%18 and still remains
compatible with 8051. There are various version8@81 with different speeds and

amount of the on-chip ROM which is valuable on colfihg a system designed.



3.4  Software development

The software structure is using the assembly lagguehere a set of program
based on security system is assembled using ASNSénabler. The 8051 Cross
Assembler (ASM51) takes an assembly language sdilecereated with a text
editor and translates it into a machine languagecoffile. This translation process is

done in two passes over the source file.

During the first pass, the Cross Assembler buildyrabol table and labels
that used in the source file. While the second pasise Cross Assembler is actually
translates the source file into the machine langualgject file. During the second

pass, the listing file of the assembled is gendrfiiethe analysis purpose.

A security program as shown in flow chart below everitten in notepad
based on 8051 instruction set before assemblingepsoto get the binary code. This
binary code is then used to be load into the looadf the memory thus operates the
hardware developed.

The flowchart as shown in Figure 3.7 is a basidghesi for the security
system operation. In this security system, the ritgatpde is set as ‘1985’ to activate
or deactivate security system. When user closeditiog, the system will activate

where the magnetic switch and infrared is in actieedition.

To deactivate the system where opening door withtarm, user must enter
the deactivation code. The chance to deactivatesyséem is once before keypad
locked, where user can not enter the code anynfaleactivation code was correct,
green LED will ‘on’ while alarm will ‘off condition. System at this time is

successfully deactivated and user can open thewdtoout alarm.



Start

Door close
System ‘on’ System ‘off’
(magnetic switch, (magnetic switch,
infrared ‘on’) infrared. buzzer *off”)
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Password
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Kevpad Locked
(magnetic switch,
infrared ‘on’)

Door open
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Correct
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Incomrect

Password Password

Incomect Incomrect

Figure 3.7  Flow chart of software design for the securitytegs

If deactivation code enters was incorrect, systestill activate and for that,
red LED and alarm will ‘on” where the system issinvarning mode. The system will

keep in this mode until the correct deactivatiodecentered.

When the correct deactivation codes enter, thenfeoo code is needed
where user need to reenter the correct deactivatiote before the system
successfully deactivate; the green LED will ‘ontdathe alarm will ‘off’ condition.



The reconfirm code is designed in the system toamwakre security for the
system developed. If intruder open the magneti¢céwivithout entered the correct
security code, thus the alarm will ‘on’. User master the correct deactivation code
to turn ‘off’ the alarm system. The activation ahehctivate code for this system are

1985’ and the ‘enter’ button codes are ‘A’ for eyeodes entered.

3.5 Summary

There are three elements discussed in this chatieh are the concept of
motion detector for security system, the hardwaseetbpment, and the software
designed for the security system. Each part ofetledésments is related to each other.
The understanding of the concepts and methods wvelafeng the project is very

important to achieve the main objective for the leharoject.



CHAPTER 4

RESULTS AND DISCUSSIONS

4.1 Introduction

This chapter will briefly discuss on the resultsdadiscussions of the
hardware development. There are three major modnlégveloping the hardware
structure which are the active infrared motion detecircuit, keypad module circuit,

and the most important; the controller circuit

4.2 Motion detector circuit

The hardware development of the active infraredionotletector system is
divided into two parts, which are the infrared earitircuit and the infrared detector

component.

4.2.1 The emitter

The emitter which also known as infrared transmitiecuit was build as

shown in Figure 4.1. A probe or the oscilloscopattached to the infrared LED



while the adjustable resistor is varied to calibréte emitter to transmit 38 kHz

square wave. The Figure 4.1 shows the final cordigon of the emitter circuit:

LM555
.m”“

:Ini:rared
=] transmitter
f e
001u ootul | Lo

Figure 4.1  The emitter circuit

Figure 4.2 shows the result obtained from the mstibpe where the
frequency generated by the emitter circuit is 38lb¥z square wave. At this
generated frequency, the voltage maximum produsdd60V and the peak to peak

voltage is 1.16V.

Figure 4.2  The 38 kHz frequency generated by the emitteudirc



4.2.2 The detector

Figure 4.3 shows the detector component which &duer the infrared
detector. This electronic device operates at Swtsupply connected to pin 3 while

the grounding is connected to pin 2.

When the infrared detector received the signaleiterates logic low ‘0’ to
the output pin 1. While detecting motion or a saligject passed through the infrared
beam, logic high ‘1’ will be generated at the outpin 1 of the infrared detector

component.

Vishay

Pinl Cut
Finz D

Pin3 VCC (=Bv)

Figure 4.3  The infrared detector component

Figure 4.4 shows the module of the motion detecitouit. On the right side
of the picture shows the infrared transmitter dirauhile the other side is the

controller circuit with the infrared detector.

Figure 4.4  The motion infrared motion detector module



The measured range between the transmitter andeteetor component is
100 cm; based on the most door entrance. The dedefi@quency was measured
using the oscilloscope (on the top of the Figud) & 38.67 kHz and it is suitable for
the infrared components to be function as statethéndatasheet of the infrared

detector.

Figure 4.5 Infrared signal received by the infrared detector

When no object or motion passed through the inkdlleam generated by the
infrared transmitter circuit, logic low; data ‘O’egerated for the output of the
detector will send to the LED of the trainer whishused as the output indicator. As

shown in Figure 4.5 above, LED is ‘off’ state.

Figure 4.6  Object detected; no signal received by the inttatetector



While an object or motion passed through the iblgsibeam between the
infrared transmitter and infrared detector companegic high ‘1’ is generated from
the pin 1 of the detector component to turn ‘or@ ttED of the trainer as shown in
Figure 4.6 above. These means the infrared is tapalletect motion when intruder

passed thru the invisible infrared beam.

4.2.3 Results for the motion detector system

For infrared motion detector circuit, it consiststwo units which are the
transmitter and receiver. These two units can bega separately or next to each
other using an infrared reflector. Power sourbes meeds for the emitter circuit and

detector component are 5 volts dc.

The output of the infrared detector is connectny LED as a module before
connected to the microcontroller Intel 8051 at Ji&n This pin is an external interrupt
pin where logic high ‘1’ is needed to execute thiiirupt program in the security
system. The range of the infrared detection isoupQ0cm for the 38 kHz generated

frequency by the transmitter (emitter) circuit.

4.3  Keypad module circuit
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Figure 4.7  Keypad connections as an input of the controlleud



For the keypad module, the hexadecimal number fmeatk using manual
testing to configure the number between keypad taedbinary number. The pin
number 17, 15, 13, and 11 is set as the most &ignif bit (MSB) while the pin
number 8, 6, 4, and 2 is set as the least signifibét (LSB) of the octal buffer
74244. For that, the MSB value for the binary num&euld be 1 while the LSB
value is depends on the data input from the kegmedder MM74C922.

Table 4.1: The keypad configuration number

Keypad| Binary | Keypad| Binary | Keypad| Binary | Keypad| Binary
number number number number

1 10H 2 14H 3 18H A 1CH

4 11H 5 15H 6 19H B 1DH

7 12H 8 16H 9 1AH C 1EH

* 13H 0 17H # 1BH D 1FH

A set of program to identify the binary number bk tkeypad is written
(Appendix D), assembled, and loaded into the cdetroircuit. The tested process to
identify the configuration between the binary numbed the keypad itself is done

one by one to get the results as shown in Table 4.1

4.4 Controller circuit

The controller circuit is using Intel 8051 microtailer based system. There
are 3 major phase in designing the controller diffow the security system. The first
phase is a design of a simple serial communic&@&1-based system. The purpose
of this phase is to provide a basic understandinth® 8-bit microcontroller Intel
8051.



It is on the use of serial communication softwarecommunicate between
personal computer (PC) and the electrical devictefhardware circuit using serial
port. Serial port is used because it is easy tcansgets only has line to transmit and

receive data for a communication process.

The second phase is a design circuit for a simpgdetiand output interface
using 7-segment display. In this phase, hyper teamis used to download and
execute the microcontroller program after assempiedess done using ASM51, the
Intel 8051 assembler. The purpose of the assenmblegs is to convert the sets of
Intel 8051 program to a binary file to be load ittte location address of the external

memory (RAM) of the electrical structure.

The EPROM programmer and EPROM eraser is no longerto download
the hex-file. Further, it will be much easier fosvehloading the program into the
hardware design circuit. The final phase is a desigcuit for the basic security

system using 8051 microcontroller.

4.4.1 Results for the controller system

The results for the controller circuit is basedtbree phase done. The first
phase is focus on a hardware development for sisgri@al communication 8051 —
based system, while the second phase is on testtmginput/ output port by
interfacing it directly to the 7-segment display€eTlast phase is the objective of this

project which is on development of the securitytesys

4.4.2 Phase 1 (Simple serial communication 8051 aded system)

At first, the based circuit of expended mode wittieo electronic devices was

design on a strip board as a basic hardware dewelopof the controller circuit. All



the electronic components are connected using wwiag@ping technique, based on

the design circuit to build a simple communicai8@b1 — based system.

A set of program for the monitor program (Appendixwere assemble using
ASM51 assembler before burned into the external omglBPROM. PORT 1 of the
microcontroller is used as an output port, wheiie directly connected to the seven
segment display as a preparation for the next phase

The 8051-based system can communicate with PCdip&rsomputer) using
the EIA232 connectors via MAX233 line drivers. Té@mmunication software that
used to view the monitor program is called HypenTieal. All the setting of the
HyperTerminal as followed:

= Baud rate = 9600 baud
= Data bits = 8bits

= Parity = none

= Stop bits = none

= Startbits=1

COM3S Properties

Port Settings |

z

Bits per sscond: | 3600
Data bits: [ 8

Parity: [ Mone

(i & i(

Stop bits: | 1

Flow cortrol: | [T ~

Restore Defauits

T | )

Disconnec ted Auto detect Auto detect caps

Figure 4.8  The HyperTerminal setting



After the setting is done, the based circuit is ‘@md it is ready for a loading
and executing process. The HyperTerminal communitasoftware will view

monitor program as shown in Figure 4.9 below:

“& MIOR. - HyperTerminal
File Edit view Call Transfer Help

PROGRAM MONITOR : BY MIOR MOHAMMAD HAFIIZH BIN ABD. RANI, SEM 7
LAST UPDATE AT OCTOBER, 28, 2087

MENU : L-LOADING <PGUP>
: E-EXECUTION <ADDRESS>
: D-DATA MEMORY DISPLAY
I-INTERNAL MEMORY DISPLAY

UMP>>

£ >
Connected 0:02:03 Auto detect 9600 8-M-1 CAPS

Figure 4.9  The monitoring program

From the monitoring program shown in Figure 4.9\a&)a set of binary
program for the controller 8051 system can eagilpad to the RAM. Symbol ‘L’ is
refer to load process where program is loading fRfinto the location address of the
RAM, where it must be stated in the program writt€he symbol of ‘E’ refers to
execute the program address to command the syststart from which address of

the program.

4.4.3 Phase 2 (Simple input/output interface — 7 gment display)

For the second phase, PORT 1 of the microcontradleset as the output,
where it is ready to identify either the 8051-basgdtem was fully function by
interfaced to the 7-segment display. The port i®atput drain. For the reason, it
requires a 10R pull-up resistor to each output pin to limit curtethus protecting

the 7-segment display from damage.



The program for displaying numbers was written amogepad before saved
as the extension of asm file. The asm file (Apper) is assemble using ASM51
(Intel 8051 assembler) and inspect the existend®nairy file as the file will be used

in the system.

After all was done, the ‘L’ command is now usedlidad object code file
from HyperTerminal software. If the loading procéssompleted, the 7 — segment

display is ready to function by the execution pawgrusing the ‘E’ command.

“& MIOR - HyperTerminal

File Edit View Call Transfer Help

W S =M B

PROGRAM MONITOR : BY MIOR MOHAMMAD HAFIIZH BIN ABD. RANI. SEM 7
LAST UPDATE AT OCTOBER, 28, 2007

MENU : L-LOADING <PGUP>
: E-EXECUTION <ADDRESS>
: D-DATA MEMORY DISPLAY
I-INTERHAL MEMORY DISPLAY

UMP>>

LOADTHNG TW PROGRESS, PLEASE WAITtt. ...
<CTRL Z> TO EXIT?!

< >
Connected 0:02:51 Auto detect 9500 8-M-1 CAPS

Figure 4.10 Loading the binary file process

The steps of the loading and executing program fRnto the hardware

board using HyperTerminal software as follows:

= Firstly, monitoring program is viewed by HyperTenai software
= Then press ‘L’ to load the binary program from PGHe system
= After loading progress finish, press ‘E’ for exdontaddress. In this system,

the address for RAM stated in the program is 8000.



[

File Edit WView Call Transfer Help

MIOR - HyperTerminal

= o B8 Do

PROGRAM MONTTOR : BY MIOR MOHAMMAD HAFITZH BIN ABD. RANI, SEM 7
LAST UPDATE AT OCTOBER. 28, 2087

MENU : L-LOADING <PGUP>

: E-EHECUTION <ADDRESS>

: D-DATA MEMORY DISPLAY

: I-INTERNAL MEMORY DISPLAY
UHMP>>

LOADING IM PROGRESS. PLEASE WALTtY. . ..
<CTRL 2> TO EXIT?

DONE?

UMP> >
UMP> >

EXECUTION ADDRESS :3000_

<

Connected 0:06:22 Auto detect 9600 8-M-1 CAPS

s

program loaded. This system will keep displaying ginogram until the reset button

is

Figure 4.11 The execution address

After the execution process, system will startespldiy the numbers based on

pushed; the running program will automaticadigtibecause the load program into

the RAM is just removed. These mean the progranfisvadiatiie when the system

was reset. To display again the number, the abges snust be follows to load the

program and execute the system.

4.4.4 Phase 3 (The security system)

the based system. For additional circuit is usihg &lectronics components as

The phase 3 is the final stage for this project.a@iditional circuit is added to

follows:

= LED

= Buzzer

= Octal buffer

= Magnetic switch

= 4 x 4 hexadecimal keypad

= MM74C922 keypad encoder



The 4 x 4 hexadecimal keypad used to enter theisecode. In this system,
the hardware bouncing is to detect hexadecimaldgyphe keypad encoder is used
as a driver to encode the data read from the 4hex&decimal keypad. Magnetic

switch is use as a sensor (input for this system).

The LED is use as an indicator to show either th&a davailable during
entering the code while buzzer is use as an alamthfs security system. For the
security system developed, a set of program forsewurity system is assembled
based on the flowchart stated in the software girac Appendix C are the security

program based on the software structure statecethadology chapter.

The security code is set as ‘1985’ to activate eaativate security system.
When user close the door, the system will turn ‘@afiere magnetic switch and

infrared is in active condition.

When the correct activation codes are enteredgtéen LED will turn ‘on’
(this means the system will ‘off’ condition). Atishtime, user can open the door and
no alarm will turn ‘on’. If intruder open the magditeswitch without entered the

correct security code, the alarm will turn ‘on’.

User must entered deactivation code to turn ‘dfé system. The activation
and deactivate code for this system are ‘1985’ thed'enter’ button for each codes

entered are ‘A’

4.5 Discussions

The used of MAX233 is to convert the TTL logic tdA32 standard to
ensure that data can be transmitted serially ufbtmeter. The 11.0592MHz crystal
is used to generate the clock and suite with thialgeort that used 9600 baud rate.

HyperTerminal program is used to communicate withderial port.



The monitor program is burned into the external mgnEPROM 2764. All
programs must be loaded into RAM 6264 before execytrocess using the monitor
program. DB9 is used via reben cable to communibateeen 8051-based system

and the personal computer.

Assembly language is used to assemble program &mynavailable editor
such as notepad to produce list file and hex @ely port 1 is available because the
8051-based system is using external memories. Higperinal is used to download
and execute the program into RAM 2764. The progi@ded must be in hex file.
The data in RAM will be disappeared if the powep@y is off. This situation

happened because RAM is volatile.

Timing for reading the keypad data is not consistéor that reason, user
must enter the code carefully and slowly. Usingdhare to control keypad
bouncing made the system become complicated. Itisnée be determining the

connection between hardware and test it step lpy ste

When designed software for the system, it has t@mymerrors occur.
Because of that the control data port by port isdee to make sure the software

program based on the flow diagram designed fos#uarrity system.

In the software development, the MOD51 is used ¢find the specific
location that required of some instruction set, égample, PORT 1 is in location
address at 90H in SFR RAM Address. This MOD51 casvéhe word to byte

specification which is needed in the assemblinggse.



4.6 Summary

The result of each elements stated from the pwosvichapter has been
discussed in this chapter. The analysis is donedisoussing method to solve
problem occur thus give an advantage for the fudegelopment. The motion
detector and the controller circuit are succeediegeloped thus capable to achieve

the objective of this project.



CHAPTER 5

CONCLUSION AND RECOMMENDATIONS

5.1  Summary of work

One of the major goals of this infrared motioned#dr for house security
system project is to build an effective home segw@ystem at lowest cost. The home
security system is design using microcontrolleel®051 to give as much reliability
as possible, within the basic constraints of theust process. As expected
conclusion, this project is useful because it affélexibility and effective on

detecting motion for house security system.

5.2 Future recommendations

For the future plan of this project, it is recommed other candidate to do
more studies on the related information in ordedéwelop a new design of house
security system that match up with other updateds@ocsecurity available in the
market. Two matters are recommended to be addéwg: isecurity systems which are

the wireless security system and the alarm monigosiystem.

The wireless home security has many advantagesamchpo wired security

system. Moreover, the alarm monitoring system caratdded to the basic security



system in order to make the system more reliabteedfective thus the objective of

house security is clarify.

5.2.1 Wireless house security system

Over the past several years, the face of home isgchas changed
dramatically. Thus, new technology has introductd wireless home security
systems which capable to secure a lawn, drivewarghp and other outdoor areas of
home. Many home owners prefer wireless home dgcsystems over hard-wired
systems because of its versatility. With the numgraccessories available, it is easy

to extend the wireless home security system tothéoors area.

There are many advantages on choosing the wirbteag security system to
cover the outdoor areas. The low cost and flexjbitnakes wireless home security

systems ideal for outdoor use.

Wireless home security systems allow home owneraddify their systems
easily when the continuous changes in outdoorsh s growing trees or new
landscaping. Since there are no wires to takedotsideration, it is easy to move the
monitoring and motion detectors for wireless homeusity systems to accommodate

a newly area of house security.

5.2.2 Alarm monitoring system

An alarm monitoring system means user property atckv over their home
area by an external center. Home owner can easdwkheir home security system
at any time of day or night. Some monitored alaystesms include a personal attack

button, which if pressed, will initiate an immediatall to the police.



Similarly, if the alarm is triggered by the smoketeattor, the fire service will
be immediately dispatched. In the case of a powitiré, home security system will
fall back onto its battery reserves to keep ondperation. If the phone line is cut,

the alarm will be signaled immediately at the exé¢monitoring center.

5.2.3 Costing and commercialization

The overall cost of the whole project is basedht@hardware development.
As discussed in previous chapter, the hardwareldeweent consist of two systems
and for that, costing of the whole project is syid¢pends of the electronic devices
used for the development process.

Table 5.1 shows the overall cost for the hardwaseetbpment of this project.
For the motion detector system, it is consistsboegectronic components which are
the infrared transmitter, 555 timer, capacitorjstes, potentiometer, and the infrared

detector component, while the others are componegd for the controller system.

Table 5.1: Total cost on the development of the securityesyst

Electronic devices Specification Quantity Cost (RM)
Infrared transmitter - 1 3.00
Infrared detector PIC-1018SL (Waitrony 1 10.00
Crystal 11.0952 MHz 1 8.00
Latch 74373 1 1.35
Decoder 74138 1 0.95
EPROM 2764 1 8.90
RAM 6264 1 7.50
Serial interface MAX 233 1 9.50
Microcontroller Intel 8051 1 20.00
Wire Wrapping 30 meter 1 8.00
Buzzer 3-24 Volt 1 1.50




Keypad Hexadecimal 4x4 1 23.00
Magnetic switch Electromagnetic sensor 12.00
AND gate IC 7408 1 0.60
OR gate IC 7404 1 0.60
DB9 Female 1 0.60
Reben Cable 3 ways for 1 meter 1 5.00
Timer LM 555 1 0.85
Buffer 74L.S244 1 1.50
Keypad encoder MM74C922 1 18.00
IC base 8 pins 1 0.12
IC base 14 pins 2 0.30
IC base 18 pins 1 0.20
IC base 20 pins 3 0.23
IC base 28 pins 2 1.00
IC base 40 pins 1 0.90
LED Red 1 0.11
LED Yellow 1 0.12
LED Green 1 0.12
Potentiometer R 1 0.80
Resistor 100 1 0.10
Resistor 1R 1 0.10
Resistor 4.7 12 1.50
Resistor 10k 1 0.11
Capacitor 0.01x10-6 F 2 0.30
Capacitor 1x10-6 F 1 0.10
Capacitor 0.1x10-6 F 2 0.20
Independent strip board - 2 8.00
Total cost RM 155.16

The total cost for the development of the secusiggtem is RM 155.16.
These value is quite cheap compared to other $g@aystem and for that reason, it

have the value to be commercialize in market noysda



Besides, home securities become important and segesince long time ago
for home owner in securing their home propertidge Tontinuous technology is still
developing an effective security system to full file need of home owner. Thus,

this project is proudly useful for them on securihgir home without thinking of the
price anymore.
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APPENDIX A

Program for monitoring program (Phase 1)

AR AR A R R R R R R AR AR
;TITLE: SERIAL MONITOR PROGRAM

;DATE: 17HB.SEPTEMBER.2007

;BY : MIOR MOHAMMAD HAFIIZH BIN ABD. RANI

;ID 1 EEO5005

HHHHHHHH R

$MOD51

LF EQU OAH

CTRLZ EQU 1AH

COUNTER EQU OBH

CR EQU ODH

BYT EQU OEH

BUF1 EQU OFH

ASC EQU 30H

STACK EQU 10H

SPACE EQU 20H

LED EQU 2000H
ORG 0000H
LIMP START
ORG 03H
LIMP 9BOOH
ORG 0030H

START: MOV SP,#STACK
MOV SCON,#01011010B

MOV TCON,#11010010B



MAIN:

MAIN1:

MAIN2:

MOV
MOV
MOV

SETB
MOV

LCALL
MOV
LCALL

MOV
LCALL
MOV
LCALL
LCALL
XRL
JNZ
MOV
LCALL
MOV
LCALL

LCALL
AIJMP

XRL
XRL
JNZ
AIJMP

XRL
XRL
JNZ

TMOD,#20H
TH1,#0FDH
TL1,#0FDH

TR1
A#0

PUT_CHAR
DPTR,#MSG1
PUT_IN

A#LF
PUT_CHAR
DPTR,#MSG3
PUT_IN
GETCHAR
AL

MAIN1
A#LF
PUT_CHAR
DPTR,#MSG4
PUT_IN

HEXFILE
MAIN

A#HL
A#HE'
MAIN2
EXEC

A#HE'
A#D'
MAIN3



MAIN3:

MEM:

|_MEM:

AJMP

XRL
XRL
JNZ
AJMP

MOV
LCALL

MOV
LCALL

LCALL
LCALL
LCALL

MOVX
LCALL
INC
MOV
LCALL
LCALL
AJMP

MOV
LCALL
MOV
LCALL

LCALL
MOV

LCALL
LCALL

MEM

A#D'
AT
MAIN
|_MEM

DPTR#MSG7
PUT_IN

DPTR,#MSG8
PUT_IN

GET_ADDR
OUT_SPC
OUT_STAR

A,@DPTR
OUT_BYTE
DPTR
A#LF
PUT_CHAR
DELAY
MAIN

DPTR,#MSG9
PUT_IN
DPTR,#MSG10
PUT_IN

BYTE_IN1
RO,A
OUT_SPC
OUT_STAR



MOV
LCALL
MOV
LCALL
LCALL
AIJMP

A,@RO
OUT_BYTE
A#LF
PUT_CHAR
DELAY
MAIN

skkkkkkkkkkkkkkkkkkhkkkhkkkkkkkkkkhkkkkkkkkkkkkhkkkkkkkkk

EXEC:

MOV
LCALL
LCALL
MOV
LCALL
MOV
PUSH
PUSH
RET

DPTR #MSG2
PUT_IN
BYTE_IN1
DPH,A
BYTE_IN1
DPL,A

DPL

DPH

skkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkkhkkkkkkkkkkkkkkkkkkkkk

HEXFILE:

LCALL
XRL
Jz
XRL
CJINE
LCALL

JZ
MOV
LCALL
LCALL

GETCHAR
A#CTRLZ
TO_EXIT
A#CTRLZ

A HEXFILE
BYTE_IN

TO_MAIN
COUNTER,A
WORD
BYTE_IN

kkkkkkkkkkkkkkkkk

kkkkkkkkkkkkkkkkk



AGAIN: LCALL
MOVX
INC
DEC
MOV
Jz
SIMP

TO_MAIN: MOV
LCALL
RET

TO_EXIT: CLR
MOV
LCALL
RET

BYTE_IN
@DPTR,A
DPTR
COUNTER
A,COUNTER
HEXFILE
AGAIN

DPTR,#MSG5
PUT_IN

C
DPTR,#MSG6
PUT_IN

skkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkkhkkkkkkkkkkkkkkkkkkkkk

BYTE_IN: LCALL
ANL
LCALL
SWAP
MOV

LCALL
ANL
LCALL
ADD
RET

SER_IN
A#TFH
ASC_HEX
A
BUF1,A

SER_IN
A#TFH
ASC_HEX
ABUF1

skkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkkhkkkkkkkkkkkkhkkkkkkkkk

BYTE_IN1:

kkkkkkkkkkkkkkkkk

kkkkkkkkkkkkkkkkk



LCALL
ANL
LCALL
LCALL
LCALL
SWAP
MOV

LCALL
ANL
LCALL
LCALL
LCALL
ADD
RET

SER_IN
A#TFH
SER_OUT
DELAY
ASC_HEX
A
BUF1,A

SER_IN
A#TFH
SER_OUT
DELAY
ASC_HEX
A,BUF1

skkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkkhkkkkhkkkkkkkkkkkkkkkkkk

WORD: PUSH
LCALL
MOV
LCALL
MOV
POP
RET

ACC
BYTE_IN
DPH,A
BYTE_IN
DPL,A
ACC

skkkkkkkkkkkkkkkkkkhkkkkkkkhkkkkkkhkkkhkkkkkkkkkkhkkkkkkkkk
1

ASC_HEX: CJNE
JMP

NINE: JC
ADD

A#'9' NINE
LESS

LESS
A #9H

kkkkkkkkkkkkkkkkk

kkkkkkkkkkkkkkkkk



LESS: ANL A#0OFH
CLR C
RET

skkkkkkkkkkkkkkkkkkhkkkhkkkkkkkkkkhkkkhkkkkkkkkkkhkkkkkkkkk
1

HEX_ASC: PUSH ACC
MOV AASC
CINE A#9,NINE1
JMP NINE2
NINE1: JC NINE2
ADD A#TH
NINEZ2: ADD A#30H
CALL SER_OUT
POP ACC
RET

skkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkhkkkhkkkkkkkkkkhkkkkkkkkkx
1

GETCHAR: LCALL SER_IN
ANL A#TFH
RET

skkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkkhkkkkkkkkkkkkkkkkkkkkk
)

PUT_CHAR:
CINE A#LF,LABL1
MOV A#CR
LCALL SER_OUT
MOV A#HLF

LABL1: LCALL SER_OUT

RET

kkkkkkkkkkkkkkkkk

kkkkkkkkkkkkkkkkk

kkkkkkkkkkkkkkkkk



skkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkhkkkhkkkkkkkkkkhkkkkkkkkkx
1

HEXASC:  ANL A#OFH
ADD A#-10
JC HXASC1
ADD A#(10+'0)
RET

HXASC1: ADD AHA
RET

skkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkkhkkkkkkkkkkkkkkkkkkkkk
)

OUT_BYTE:
PUSH ACC
SWAP A
LCALL OUT_HEX
POP ACC
LCALL OUT_HEX
RET

OUT_HEX: LCALL HEXASC
LCALL PUT_CHAR
RET

skkkkkkkkkkkkkkkkkkhkkkkhkkkkkkkkkhkkkhkkkkkkkkkkhkkkkhkkkkkkx
1

PUT_IN: CLR A
MOVC A,@A+DPTR
Jz PULN1
LCALL PUT_CHAR
INC DPTR
SIMP PUT_IN
PULN1: RET

skkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkkhkkkhkkkkkkkkkkhkkkkkkkkk
1

SER_OUT: JNB TI,SER_OUT

kkkkkkkkkkkkkkkkk

kkkkkkkkkkkkkkkkk

kkkkkkkkkkkkkkkkk

kkkkkkkkkkkkkkkkk



CLR TI
MOV SBUF,A
RET

skkkkkkkkkkkkkkkkkkhkkkhkkkkkkkkkkhkkkhkkkkkkkkkkhkkkkkkkkk
1

SER_IN: JNB RI,SER_IN
CLR RI
MOV A,SBUF
RET

skkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkkhkkkkkkkkkkkkkkkkkkkkk
)

OUT_SPC: MOV A#SPACE
LCALL PUT_CHAR
RET

skkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkkhkkkkkkkkkkkkkkkkkkkkk
)

OUT_STAR:
MOV A#™
LCALL PUT_CHAR
RET

skkkkkkkkkkkkkkkkkkhkkkhkkkkkkkkkkhkkkkkkkkkkkkhkkkkkkkkx
1

GET_ADDR:
LCALL BYTE_IN1
MOV DPH,A
LCALL BYTE_IN1
MOV DPL,A
RET

skkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkkhkkkkkkkkkkkkkkkkkkkkk
)

DELAY: PUSH ACC
MOV R6,#50H

kkkkkkkkkkkkkkkkk

kkkkkkkkkkkkkkkkk

kkkkkkkkkkkkkkkkk

kkkkkkkkkkkkkkkkk

kkkkkkkkkkkkkkkkk



MOV R5,#00H

LOOP1: DJINZ R5,LO0OP1
DJINZ R6,LOOP1
POP ACC
RET

skkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkkhkkkkhkkkkkkkkkkkkkkkkkk *kkkkkkkkkkkkkkkk
)

MSG1:DB  LF,LF,'PROGRAM MONITOR : BY MIOR MOHAMMAD
HAFIIZH BIN ABD. RANI, SEM 7

DB  LF,'LAST UPDATE AT OCTOBER, 28, 2007',LF

DB  LF,'MENU : L-LOADING <PGUP>"

DB LF,' :E-EXECUTION <ADDRESS>'
DB LF,' :D-DATA MEMORY DISPLAY'
DB LF,' :I[INTERNAL MEMORY DISPLAY',LF,0

MSG2:DB  LF,LF,'EXECUTION ADDRESS :',0

MSG3:DB  'UMP>>',0

MSG4:DB  LF,'LOADING IN PROGRESS, PLEASE WAIT!!!...
DB  LF,'<CTRL Zz>TO EXIT!',LF,0

MSG5:DB  LF,'DONE!,LF,0

MSG6:DB  LF,'TERMINATED BY USER! CAUTION!',LF,0

MSG7:DB  LF,LF,'DATA MEMORY DISPLAY',0

MSG8:DB  LF,LF,'’ADDRESS :',0

MSG9:DB  LF,LF,'INTERNAL MEMORY DISPLAY',0

MSG10: DB  LF,LF,'ADDRESS :',0

END



APPENDIX B

Program for 7-segment display (Phase 2)

$MOD51

ORG 8000H

MOV A#0
PLTEST: MOV P1,A
AGAIN: MOV DPTR,#TABLE
NEXT: CLR A

MOVC A,@A+DPTR

Jz AGAIN

CPL A

MOV P1,A

INC DPTR
DELAY: MOV R2,#8
INLP1: MOV R1,#255
INLP2: MOV RO,#255
INLP3: DJIJNZ RO,INLP3

DJIJNZ R1,INLP2
DINZ R2,INLP1
SIMP NEXT

TABLE: DB  OFFH,86H,83H,0COH,0BOH,0COH,0BOH,0A4H
DB  OFFH,86H,83H,0COH,0BOH,0COH,99H,82H,00H

END



APPENDIX C

Program for the security system (Phase 3)

$MOD51

KEYPAD EQU 4000H

ORG 8000H

MULA: ;SETB IE.7
;SETB IE.O
;SETB IP.O

SCANL1: JB P1.5,SCAN1

CLR P1.2
DELAY9: MOV R2,#8
INLP151: MOV R1,#100
INLP251: MOV RO,#100
INLP351: DJNZ RO,INLP351

DJIJNZ R1,INLP251

DJIJNZ R2,INLP151

SETB P1.6

SETB P1.0

SETB P1.1

SETB P1.2

CLR P13

SETB P1.5

CLR P14

MOV R4,#00H

3390390399030 399399939339939993993939999333393993939939339339393393333333333333333)



uJl:

DUA:

TIGA:

EMPAT:

LIMA:

ENAM:

TUJUH:

LAPAN:

SMBLN:

KOSONG:

KEYA:

MOV DPTR,#KEYPAD
MOVXA,@DPTR

CINE A#10H,DUA ;FIRST CORRECT CODE

MOV A#01H

LIMP MASUK1
CINE A#14H,TIGA
MOV R4,#02H

LIMP BUNYI

CINE A#18H,EMPAT
MOV R4,#03H
SIJMP BUNYI

CINE A#11H,LIMA
MOV R4,#04H
SIMP BUNYI

CINE A#15H,ENAM
MOV A,#05H

LIMP MASUKA4
CINE A#19H,TUJUH
MOV R4,#06H
SIMP BUNYI

CINE A#12H,LAPAN
MOV R4,#07H
SIJMP BUNYI

CINE A,#16H,SMBLN
MOV A,#08H

LIMP MASUKS
CINE A#1AH,KOSONG
MOV A,#09H

LIMP MASUK2
CINE A#17H,KEYA
MOV R4,#10H
SIJMP BUNYI

CINE A#1CH,STAR
LIMP BACA

;FOURTH CORRECT CODE

;THIRD CORRECT CODE

;SECOND CORRECT CODE



STAR: CINE A#13H,HTRIK
MOV R4,#10H
SIJMP BUNYI

HTRIK: CINE A#1BH,KEYB
MOV R4,#10H
SIMP BUNYI

KEYB: CINE A#1DH,KEYC
MOV R4,#10H
SIMP BUNYI

KEYC: CINE A#1EH,KEYD
MOV R4,#10H
SIJMP BUNYI

KEYD: CINE A#1FH,UJI
MOV R4,#10H
SIJMP BUNYI

1939999909999 0999939939 9993999939390 999399993999999999999999399939339939993999339399999393993393393393333333339)

MASUK1: MOV DPTR,#9701H
MOVX@DPTR,A
SIJMP BUNYI
MASUK2: MOV DPTR,#9702H
MOVX@DPTR,A
SIMP BUNYI
MASUK3: MOV DPTR,#9703H
MOVX@DPTR,A
SIJMP BUNYI
MASUK4: MOV DPTR,#9704H
MOVX@DPTR,A
SIJMP BUNYI

3390399999993 3 9999993933393 39939999393339393939939999993393933939399393393393933933333333333333339)

BUNYI: SETB P1.3



DELAY:
INLP1:
INLP2:
INLP3:

BACA:

DELAYZ2:

INLP12:
INLP22:
INLP32:

MOV R2,#8
MOV R1,#100
MOV RO,#100
DJIJNZ RO,INLP3
DJIJNZ R1,INLP2
DJIJNZ R2,INLP1
CLR P13
LIMP UJI

3390333099399 9399993993999 39339999993999993999339993993939939339939393393333333333333333)

SETB P1.3
MOV R2,#8
MOV R1,#100
MOV RO,#100
DJNZ RO,INLP32
DJNZ R1,INLP22
DJIJNZ R2,INLP12
CLR P13

CLR A

MOV DPTR,#9701H
MOVXA,@DPTR
CINE A#01H,ALERT3
CLR A
MOVX@DPTR,A

CLR A

MOV DPTR,#9702H
MOVXA,@DPTR
CINE A#09H,ALERT3
CLR A
MOVX@DPTR,A

CLR A

MOV DPTR,#9703H



MOVXA,@DPTR
CINE A#08H,ALERT3
CLR A
MOVX@DPTR,A

CLR A

MOV DPTR,#9704H
MOVXA,@DPTR
CINE A,#05H,ALERT3

CLR A
MOVX@DPTR,A

CLR A

MOV A,R4

CINE A,#00H,ALERT3
CLR A

MOV R4,A

CLR P1.0

SETB P1.6

SIMP NEXT

3339999999999 0999939933 9993999933399 999399993999999939999999999999393999993999339399999393993939339333333333)

NEXT: CLR P10
DELAYS: MOV R2,#8
INLP15: MOV R1,#100
INLP25: MOV RO,#100
INLP35: DJNZ RO,INLP35
DJIJNZ R1,INLP25
DJIJNZ R2,INLP15
LIMP MULA

3399330309033 9399 3339939993933 9999999993393933939399393393393933933333333333333339)

ALERTS: SETB P1.4



INLP94:
INLP95:
INLP96:

SCAN13:

3390330909399 399399939339939393999993999333393993939939339333393393333333333333333)

NEXT1:
UJI1:

DUAZ2:

TIGAZ:

EMPAT2:

LIMAZ:

ENAM2:

CLR P11
MOV R2,#8
MOV R1,#100
MOV RO,#100
DJNZ RO,INLP96
DJNZ R1,INLP95
DJIJNZ R2,INLP94
SETB P1.1

CLR P14

JNB  P1.5,SCAN13
CLR P16
SIMP NEXT1

MOV R4,#00H

MOV DPTR,#KEYPAD
MOVXA,@DPTR
CINE A,#10H,DUA2
MOV A#01H

LIMP MASUK12
CINE A #14H,TIGA2
MOV R4,#02H

LIMP BUNYI2

CINE A#18H,EMPAT2
MOV R4,#03H

SIJMP BUNYI2

CINE A#11H,LIMA2
MOV R4,#04H

SIJMP BUNYI2

CINE A,#15H,ENAM2
MOV A,#05H

LIMP MASUK42
CINE A#19H,TUJUHZ2

;FIRST CORRECT CODE

;FOURTH CORRECT CODE



MOV R4,#06H

SIJMP BUNYI2
TUJUHZ2: CINE A#12H,LAPAN2

MOV R4,#07H

SIJMP BUNYI2
LAPANZ: CINE A#16H,SMBLN2 ;THIRD CORRECT CODE

MOV A,#08H

LIMP MASUKS32
SMBLN2: CINE A#1AH,KOSONG2 ;SECOND CORRECT CODE

MOV A#09H

LIMP MASUK22
KOSONG2: CJINE A#17H,KEYA2

MOV R4,#10H

SIJMP BUNYI2
KEYAZ2: CINE A#1CH,STAR2

LIMP BACAZ2
STARZ: CINE A#13H,HTRIK2

MOV R4,#10H

SIJMP BUNYI2
HTRIK2: CINE A#1BH,KEYB2

MOV R4,#10H

SIJMP BUNYI2
KEYB2: CINE A#1DH,KEYC2

MOV R4,#10H

SIJMP BUNYI2
KEYC2: CINE A#1EH,KEYDZ2

MOV R4,#10H

SIJMP BUNYI2
KEYD2: CINE A#1CH,UJI1

MOV R4,#10H

SIJMP BUNYI2

3390330390993 3999339993933 99933993999393333939393993939999339393993939939339939393393333333333333333)



MASUK12: MOV DPTR,#9701H
MOVX@DPTR,A
SIJMP BUNYI2
MASUK22: MOV DPTR,#9702H
MOVX@DPTR,A
SIJMP BUNYI2
MASUK32: MOV DPTR,#9703H
MOVX@DPTR,A
SIJMP BUNYI2
MASUK42: MOV DPTR,#9704H
MOVX@DPTR,A
SIJMP BUNYI2

3399999099999 9999939939 9993999939399 399399993999999999999999999939339939993999339399999393993939339333333333)

BUNYI2: SETB P1.3
DELAYT: MOV R2,#8
INLP14: MOV R1,#100
INLP24: MOV RO,#100
INLP34: DJNZ RO,INLP34
DJIJNZ R1,INLP24
DJIJNZ R2,INLP14
CLR P13
LIMP UJI1

3390330933939 9399933399399 39339933999399999999933939399393993933933939333933333333333333339)

BACAZ2: SETB P1.3
DELAYS: MOV R2,#8
INLP13: MOV R1,#100
INLP23: MOV RO,#100
INLP33: DJNZ RO,INLP33



DJNZ R1,INLP23
DJNZ R2,INLP13
CLR P13

CLR A

MOV DPTR,#9701H
MOVXA,@DPTR
CINE A#01H,ALERT2
CLR A
MOVX@DPTR,A

CLR A

MOV DPTR,#9702H
MOVXA,@DPTR
CINE A#09H,ALERT2
CLR A
MOVX@DPTR,A

CLR A

MOV DPTR,#9703H
MOVXA,@DPTR
CINE A#08H,ALERT2
CLR A
MOVX@DPTR,A

CLR A

MOV DPTR,#9704H
MOVXA,@DPTR
CINE A#05H,ALERT2

CLR A
MOVX@DPTR,A

CLR A

MOV A,R4

CINE A,#00H,ALERT2
CLR A

MOV R4,A



SIMP NEXT2

3399999999999 9909999399399 99399993339039999399993999999999999999999939933999993933339399999393993393393393333333339)

NEXT2: SETB P1.6
CLR P1.0
DELAY81: MOV R2#8
INLP751: MOV R1,#100
INLP651: MOV RO,#100
INLP551: DJNZ RO,INLP551
DJNZ R1,INLP651
DJIJNZ R2,INLP751
SETB P1.0
LIMP MULA

1399999909999 9999939933 9993993999399 399399993999999939999999999999333999993999339399999393993393393393333333339)

ALERT2: CLR P12

DELAYG: MOV R2,#8

INLP19: MOV R1,#100

INLP29: MOV RO,#100

INLP39: DJNZ RO,INLP39
DJNZ R1,INLP29
DJNZ R2,INLP19
SETB P1.2
LIMP UJI

END



APPENDIX D

Program for encoding keypad module

$MOD51

KEYPAD EQU 4000H

ORG 8000H

MULA: ;SSETB IE.7
;SETB IE.O
;SETB IP.O

CLR P1.0 ;INITIALIZE PORT
CLR P11

CLR P1.2

CLR P13

SETB P1.4

MOV R4,#00H

3190300933903 3933393939399393993933339339393993933939339333933333333333333339)

UJI: MOV DPTR,#KEYPAD
MOVXA,@DPTR
CINE A#1FH,UJI ;CORRECT CODE

3939999999999 9999933939 9993999939399 3993999939999999399999993999399339999939339393999993939939393393333333339)

BUNYI: SETB P1.3
DELAY: MOV R2,#8
INLP1: MOV R1,#100
INLP2: MOV RO,#100



INLP3:

DJIJNZ RO,INLP3
DJIJNZ R1,INLP2
DJIJNZ R2,INLP1
CLR P13
LIMP UJI

END



APPENDIX E
Phase 1 (Simple serial communication)
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APPENDIX F

i e s o | = f

Phase 2 (Simple input/output interface — 7 segmenisplay)
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APPENDIX G

Phase 3 (The security system)
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APPENDIX H

User Manual for the security system

. A program based on security design circuit is emitt

. It is then saved in <filename>.asm in the ASM51dénl In this ASM51

folder consist of ASM51 assembler with address mhith is important in

assembling program based on 8051 controller.

3. Click on the command prompt.
4. ldentify the location of ASM51 assembler — comm&@® ASM51” is used

to access the folder. As an example in Figure A ABM51 folder is located
in Local Disk (C:) > Documents and Settings folde Admin folder. The
ASM51 folder which is in Admin can be access ustgnmand “CD
ASM51".

e C:A\WINDOWS\system32\cmd.exe

Microsoft Windows KP [Uersion 5.1.26881
(C» Copyright 1985-2081 Microsoft Corp.

C:“Documents and Settings“Admin>CD ASM51

C:“Documents and Settings“Admin“ASHS1>

Figure A

. Then assemble the <filename>.asm wusing command “AS¥
<filename>.asm”.

. Program succeeds assembled with no error as showkigure B. If the
<filename>.asm succeeds assembled, two files irepaot format will
produced in ASM51 folder. The files are <filenaniéEX and
<filename>.LST. The <filename>.HEX is the binarydeahat will be used in

loading process.



9.
10.The type any name/ title as shown in Figure C.

e =13
D= =
I
|
Enter a name and choaose an icon for the connection
MName:
Mo R|
[ Ok ][ canc=t
;Discohnecied Auto detect Auto detect
Figure C
11.Click OK.

12.Next, make sure setting as shown in Figure D.

\WINDOWS\system32\cmd.exe

M soft Windows HP [Uersion 5.1.26881]1
(G>» GCopyright 1985-2881 Microsoft Corp.

IC:»Documents and Settings“~Admin>CD ASHM51

IC:»Documents and Settings>~Admin“~ASM51>ASH51 DEMO.ASH
2A51 Cross—Assembler,. Uersion 1.2k
Cc>» Copyright 1984-1996 by MetaLink Corporation
First pass
Second pas

ASSEMBLY CBHPLETE. @ ERRORS FOUND
Gz \DOCUME™1 “Admin*“ASH51 >

Figure B

Then connect the hardware board with 5V dc supply.

Connect serial wire (DB9 female) from the hardwhawoard to the DB9 male

of the personal computer (PC).
Click at HyperTerminal software.




MIOR - Hyper Termimal

= = |[><]

= Wimys  sall  Transter | Helo
T Comnmect To 1=
Erter details for the phone number that you want to disl:
Courtry s reagicm | Mialaysia (60) - |
N - E—
Phone number: || |
Conmect using: | HDAUDIO Soft Data Fax Modem w == |
I (=i 0L Sl ]
Disconnected Auto detect Auto detect STRAOLL

Figure D

13.Choose port — example COM5 (any COM related to pbhat DB9’s
connected to) Figure E.

—e i MO — Hyper Teominal

Conmnect To

% MIOR

Enter detaiis for the phone number that »ou want to dial;

Courtryregian: | Malsy=a (60
Aras code:
Bhone number: | |
Connsct using: | EETENERNGGEEE
[ o 1 [ _canc=t ]
Diiscomnmected Auto detect Auto detect SORCHLL

Figure E

14.Click OK.
15.The selected COM properties must be set as Figure F



COMD Properties

Port Settings |

Bits per second: | 89600 ~
Data bits: | & =~
Parity: | Mones ~ |
Stop bits: |1 -~ |

Flow control: | TSRS ~

[ Restors Defaults |

i =T 1L Cancel . e E— ]
Disconnected Auto detect Auto detect FCRGaLL CAPS
Figure F

16. Click OK.
17. After that, press reset button on hardware board.

18.Monitoring Program as shown in Figure G will bewes.

& MIOR - HyperTerminal
File Edit View Call Transfer Help

D@ =8 DB

PROGRAM MONITOR : BY MIOR MOHAMMAD HAFIIZH BIN ABD. RANI, SEM 7
LAST UPDATE AT OCTOBER, 28, 2007

MENU : L-LOADING <PGUP>
: E-EXECUTION <ADDRESS>
: D-DATA MEMORY DISPLAY
: I-INTERNAL MEMORY DISPLAY

UMP>>_

Connected 0:01:13 Auto detect | 9600 8-N-1 SCROLL | caps UM | Capture | Print echo

Figure G

19.Then press ‘L’ thus Figure H will be viewed for thag process.



“& MIOR - HyperTerminal
File Edit View Call Transfer Help

PROGRAM MONITOR : BY MIOR MOHAMMAD HAFITZH BIN ABD. RANI, SEM 7
LAST UPDATE AT OCTOBER, 28, 2087

MENU : L-LOADING <PGUP>
: E-EXECUTION <ADDRESS>
D-DATA MEMORY DISPLAY
I-INTERNAL MEMORY DISPLRAY

UMP>>

<CTRL Z> TO EHIT!

Connected 0:00:39 Auto detect 9500 8-M-1 CAPS

Figure H

20.To start load the <filename>.HEX, click to “Transtend Send Text File...”

as shown in Figure I.

“& MIOR - HyperTerminal

File Edit view Call == Help

O = S sl Send File...
Receive File...
Capture Text...
Send Text File...

PROGRAM MOIL._Svre==fim= jR MOHAMMAD HAFIIZH BIN ABD. RANI, SEM 7
LAST UPDATE AT OCTOBER, 28, 2007

MENU : L-LOADING <PGUP>
: E-EXECUTION <ADDRESS>
D-DATA MEMORY DISPLAY
I-INTERNAL MEMORY DISPLAY

UMP>>

<CTRL 2> TO EXIT!

Sends a text file to the remote system

Figure |

21.New window will viewed as Figure J. Choose theetfdme>.HEX then click

‘Open’.



Look in: | £ ASM51 ¥ © ¥ i»m-
PROGR _ [Fasmst |®]cusas | monsies | mops21 || Monc
LAST - ) 501_MaN [E]] [Hmonsiex = mops2s MoDC
Bocert = asm_reap.me |= [ moos2 = mopssa MODC
MENU 1917 5 s01_REY [EMopos3 [ mopssz MODC
— 4 p5M_TABL MOD152 MODS575 MODC
U_j& (Z] Brune [Hmon1ss MOD 592 [= monc
Diesktop |®]BMuLe | mopzsz | mopesz MODC
[E] cusa B MOD410 MOD751 MODC
UMP>> . = cusa =L [ mooas1 B rmon7s2 MODC
= [=}cusa E L1 e oD 452 MODS51 el mooe
=
E) cusaz B mop31 [Emopsiz B mop zos0 MODD
Iy D nis

Lg?g{ M Dot |®)cuBaz B mop3z Emopsis B mop20a4 MODD
< |®=]cuBaz MODa4 | mons1sa | mopcso1 MODE
g! [Z] cusas =] mons1 | mons17 || mopcsoz Z] monity

s |®]cuBas || mops1Fa | rMons17A | moncsos I p

My Computer
< | =
— Type: HEX File =
T Date Modified: 11/3/2007 12;16 AM

g Flename! gioe:2.08k8 ~| [ ceen |
My Network Files of type: . = pes

Connected 0:03: 16 Auto detect 9600 8-M-1

Figure J

22.Figure K will be viewed means loading the <filenantEX to the address of
RAM succeed.

‘& MIOR - HyperTerminal
File Edit View Call Transfer Help

O = B =0 B

PROGRAM MONITOR : BY MTOR MOHAMMAD HAFITZH BIN ABD. RANMI, SEM 7
LAST UPDATE AT OCTOBER, 28, 2887

MENU : L-LOADING <PGUP>
: E-EXECUTION <ADDRESS>
D-DATA MEMORY DISPLRAY
I-INTERNAL MEMORY DISPLAY
UMP>>

LOADING TN PROGRESS, PLEASE WAITt!. . ..
<CTRL Z> TO EXIT?

DONE?

UMP> >
UMP>>

Connected 0:04:58 Auto detect 9500 8-M-1

Figure K

23.Then press ‘E’ for the execution address. The ex@twaddress is based on
address of program wrote in <filename>.asm.

24.As an example, in this security system, the 800ésexecution address as
shown in Figure L.



“& MIOR - HyperTerminal
File Edit view Call Transfer Help

O = 3 oo

PROGRAM MONITOR : BY MIOR MOHAMMAD HAFIIZH BIN ABD. RAMI, SEM 7
LAST UPDATE AT OCTOBER., 28, 280807

MENU : L-LOADING <PGUP>
: E-EHECUTION <ADDRESS>
: D-DATA MEMORY DISPLAY
: I-INTERNAL MEMORY DISPLAY

UMP>>

<CTRL 2> TO EXIT!
DONE?

UMP>>
UMP>>

EXECUTION ADDRESS :8000

Connected 0:06: 13 Auto detect 9600 8-M-1 CAPS

Figure L

25.Reconnect DB9 wire from hardware board.
26.The security system is now ready to be use!
27.Below are the flowchart (Figure M) and the desipof the security system

based on program written.



Start

Door close
System ‘on’ System ‘off’
(magnetic switch. (magnetic switch,
infrared ‘on’) infrared. buzzer ‘off”)
Corract
Password
Incomrect

Kevpad Locked
(magnetic switch,
infrared *on’)

Door open

4-{ Buzzer “on’
Correct
Password

Incomrect

Correct

Correct

Password Password

Incomect Incorract

Figure M Flow chart of software design for security system

The security system description

The flowchart as shown in Figure M above is a balgsigned for the
security system operation. In this security systtma,security code is set as ‘1985’
to activate or deactivate security system. Whem cigsed the door, the system will

activate where the magnetic switch and infrared ective condition.



To deactivate the system where opening door witltarm, user must enter
the deactivation code. The chance to deactivatesyseem is once before keypad
locked, where user can not enter the code anynfaleactivation code was correct,
green LED will ‘on’ while alarm will ‘off condition. System at this time is

successfully deactivated and user can open thewdtoout alarm.

If deactivation code enters was incorrect, systestill activate and for that,
red LED and alarm will ‘on” where the system issimvarning mode. The system will

keep in this mode until the correct deactivatiodecentered.

When the correct deactivation codes enter, thenfeoo code is needed
where user need to reenter the correct deactivatiote before the system

successfully deactivate; the green LED will ‘ontdathe alarm will ‘off’ condition.

The reconfirm code is designed in the system toemakre security for the
system developed. If intruder open the magneti¢ccéwivithout entered the correct
security code, thus the alarm will ‘on’. User master the correct deactivation code
to turn ‘off’ the alarm system. The activation ahehctivate code for this system are

1985’ and the ‘enter’ button codes are ‘A’ for eyeodes entered.
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